
Upgrade Your Web Security 
to Forcepoint ONE
Zero Trust Web Access on a cloud-native 
SASE platform

Forcepoint ONE gives you modern, Zero Trust security for controlling 
access, activities, and the use of data in web, cloud, and private 
applications. Built on a true SASE/SSE cloud platform, its secure web 
gateway (SWG) has strong, easy-to-use data loss prevention (DLP), CASB 
cloud security capabilities, and even Zero Trust Network Access (ZTNA).  

Forcepoint ONE enables business policies to be managed centrally and 
enforced on the endpoint or in cloud. This delivers the best mix of speed, 
security, and ease of administration—at home, in the office, or anywhere in 
between.

Upgrading to Forcepoint ONE can help you address pressing business 
initiatives such as:

 › Transitioning to a Zero Trust architecture to secure your hybrid and 
remote workforce

 › Identifying and controlling unsanctioned “Shadow IT” apps that could 
put your data at risk

 › Stopping data loss and malware with built-in data security and advanced 
threat protection

 › Streamlining compliance with rich libraries of pre-defined policies

 › Easily expand security capabilities from a unified platform as 
organization grows

Simplifying your upgrade to Forcepoint ONE

Together with our global network of solution partners, we’re here to make 
the upgrade from your existing web security solution to Forcepoint ONE 
a quick success. With our innovative Zero Trust Web Access approach 
to security, you can confidently modernize and simplify your security 
operations while making your remote and hybrid workforce safer and 
more productive.

Which Forcepoint ONE edition is right for you?

Forcepoint ONE offers a range of security services. You can start 
with just the capabilities you need now (such as web security) and 
expand later to our all-in-one platform. Either way, you get unified 
threat protection and data security from ONE console, with ONE set of 
policies to manage, from ONE vendor you can trust.  
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FORCEPOINT WEB SECURITY
FORCEPOINT ONE

WEB EDITION
FORCEPOINT ONE 

ALL-IN-ONE CLOUD EDITION

Architecture

Deployment options on-prem, hybrid, datacenter cloud hyperscaler cloud hyperscaler cloud

Elastic scalability

FedRAMP

Unified console for SWG, CASB, ZTNA

Secure Web Gateway (SWG)

Direct-to-web fast connectivity for remote users

Agentless (BYOD, IoT, guests) site connectivity  

Policies for guest networks

Localized access to web

Zero Trust browsing (RBI) add-on add-on add-on

Zero Trust download file cleansing (CDR) add-on add-on add-on

Cloud Access Security Broker (CASB)

Shadow IT reporting & blocking

Inline inspection & control add-on

API inspection

Zero Trust Network Access (ZTNA)

Remote access to private apps without user VPNs      1 app                Unlimited

Data Security

Built-in DLP enforcement add-on for SWG SWG, CASB, ZTNA SWG, CASB, ZTNA

Extensive library of PII, PHI, PCI policies

Classification tags for policy automation

Data security dashboard

Advanced Threat Protection

Malware scanning

Advanced malware scanning add-on add-on add-on

Threat dashboard

Support

Essential support1 included

                                      1Upgradeable to Enhanced or Enterprise


