
CDM Perspectives Di�er Between 
Managers and Implementers

Managers Place More Importance on Outcomes 
of CDM (Very/Somewhat Important)

● managers/directors ● implementers
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Enhanced security

Faster response to attacks

Ability to innovate

Improved compliance

Proactive approach to 
security threats

The current status of CDM at 
my agency

The CDM program once all phases 
are rolled out at my agency

Managers Are More Optimistic of CDM E�ectiveness 
(Very/Somewhat E�ective)

88%

31%

81%
54%

Interoperability for 
CDM Continues to 
be Top Challenge 
for Agencies

9       OUT OF       10
RESPONDENTS AGREE

Insu�cient compatibility 
with existing systems

Limits the use of latest 
technologies

Compatibility with existing systems is of utmost importance, 
followed by risk-adaptive security, with both aspects seen as 
extremely/very important by over 1/2 of respondents 

Most Important CDM Adoption Priorities
Respondents Value Compatibility & Risk-Adaptive Security

Is CDM E�ectively Building Cybersecurity 
Into Federal IT? 200 Feds Weigh In.
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