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Cybersecurity & 
Financial Services
A Top Target Industry for Cybercrime

The most common types of cyberattacks 
that financial services face include:

300x
Financial services 

are 300x more likely 
to be attacked. 

Boston Consulting Group

$2.9M
Cybercrime results

in a $2.9 million loss 
every minute. 

RiskIQ

$3.92M
The average total 

cost of a data breach 
amounts to 

$3.92 million. 
IBM

Because of the increasing 
number of cyberattacks on the 

financial sector, 70% of financial 
organizations rank cybersecurity 

as their biggest concern.
Conference of State Bank Supervisors 

70%
30% of all 
cyberattacks involve 
insider threats
Verizon

30%

40% of banks 
receive around 
160,000 irrelevant, 
incorrect, or duplicate 
cybersecurity 
alerts daily.
Ovum Market Research
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Secure your business. 
Protect your assets.
Learn more about Forcepoint for Financial Services

About Forcepoint
Forcepoint simplifies security for global businesses and governments. Forcepoint’s 
all-in-one, truly cloud-native platform makes it easy to adopt Zero Trust and prevent the 
theft or loss of sensitive data and intellectual property no matter where people are working. 
Based in Austin, Texas, Forcepoint creates safe, trusted environments for customers and their 
employees in more than 150 countries. Engage with Forcepoint on www.forcepoint.com, 
Twitter, and LinkedIn.
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