
Enforce Data Loss Prevention Policy Anywhere Users Go on The Web
Our best-in-market DLP and market-leading RBI solution seamlessly come together to ensure 
Data Loss Prevention (DLP) policies are enforced for all web tra�c.
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Forcepoint RBI integration with DLP extends loss prevention policies to all web tra�c, including isolated sessions



Use Case Use Case
Document upload during RBI session

1 Web DLP policy is configured to prevent data 
theft via document upload.

2 User attempts to upload confidential document. 

3 RBI will overlay DLP blocked message.

Form posts during RBI session

1 Web DLP policy is configured to prevent data 
theft via HTTP form posting.

User attempts to post restricted data into a 
HTTP form.2

3 RBI will overlay DLP blocked message.

Read the Datasheet
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About Forcepoint

Forcepoint simplifies security for global businesses and governments. Forcepoint’s 
all-in-one, truly cloud-native platform makes it easy to adopt Zero Trust and prevent the 
theft or loss of sensitive data and intellectual property no matter where people are 
working. Based in Austin, Texas, Forcepoint creates safe, trusted environments for 
customers and their employees in more than 150 countries. Engage with Forcepoint on 
www.forcepoint.com, Twitter and LinkedIn.


