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1 Executive overview

The EU General Data Protection Regulation (GDPR) is now in effect which requires organizations to put a much stricter focus on data protection.

The EU GDPR provides broad guidance around all aspects of data protection, but is not prescriptive in terms of the information security requirements needed to adequately protect private data.

In this series of papers, Forcepoint provides an interpretation of the regulation and how it maps to Information Security technology, and more specifically, how Forcepoint technology can be used to aid your compliance efforts.

Each paper will focus on key areas where technical controls play a part in gaining or demonstrating compliance of the GDPR.

In this paper, we examine the need for organizations to protect and maintain personal data inventories either as part of the initial phase of meeting the new compliance requirements and impact or as part of the ongoing operational phase of lawful processing personal data.

Before we get started, let's discuss what is defined as 'personal data'.

From Article 4 section 1: ‘Personal data’ means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.

This is a broader definition and includes on-line identifiers like IP address and email address for example.

2 The need to inventory personal data (discover)

The GDPR requires the Data Controller and Data Processors to understand its processing activities.

This means that organizations need to understand not only how and where data is being used and transmitted, but also where it is stored. In terms of data discovery, the action of processing should be mapped to a system or person and recorded in addition to the data.

Data processing is defined in Article 4, section 2 as: ‘Processing’ means any operation or set of operations which is performed on personal data or on sets of personal data, whether or not by automated means, such as collection, recording, organization, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction.

There are articles within the GDPR that relate specifically to the need for inventorying personal data:

Chapter 2 (Principles), section 3 (Rectification & Erasure):

Article 17 (Right to erasure / ‘right to be forgotten’): 'The data subject shall have the right to obtain from the controller the erasure of personal data concerning him or her without undue delay'.

Article 20 (Right to data portability): 'The data subject shall have the right to receive the personal data concerning him or her, which he or she has provided to a controller, in a structured, commonly used and machine-readable format'.

The articles above refer to some of the rights data subjects have on the Controller and Processors over their personal data. Any data subject access request will mean that controllers must respond in a timely manner (within one month of the receipt of the request). In order to do this, organizations must know where this data exists, or be able to find it quickly across their infrastructure.

Chapter 4 (Controller and Processor), section 1 (General Obligations):

Article 24 (Responsibility of the Controller): (1) 'The controller shall implement appropriate technical and organizational measures to ensure and to be able to demonstrate that processing is performed in accordance with this Regulation'.

The article above explains that Controllers need to gain oversight of lawful processing of personal data (which includes the storage of this data), using technical and organizational measures. Ongoing inventorying of data can be an effective way to maintain this visibility.

In addition, Chapter 5 (Articles 44 – 50) are focused on the ‘Transfers of personal data to third countries or international organizations’. This section explains the conditions of when personal data can be transferred or processed outside of the EU, including Article 46: (Transfers subject to appropriate safeguards).
Invariably, when Forcepoint conducts data risk assessments for these organizations that are at the early stage of their Data Protection program, sensitive data is found in places that it shouldn’t be: third party cloud services, laptop devices, or even file shares in publicly available parts of their network. This visibility provides organizations with the opportunity to remediate privacy violations and refresh data protection policies and processes, which can improve the overall level of governance around personal data processing.

**DATA IS NOT ALWAYS EASY TO FIND**

It is worth considering the two main types of stored data: structured and unstructured. Structured data refers to any data that resides in a fixed field within a record or file. This includes data contained in relational databases and spreadsheets. Conversely, unstructured data is not limited to a fixed field and can exist anywhere in a file (for example, a word processing document, presentations, web pages, multimedia files, etc.). According to many experts, the majority of data within an organization (up to 90%) is unstructured, which makes it much harder to inventory. Organizations must consider this when looking for data. Data can be found in relational databases, computer hard drives (including laptop devices), online file sync and share cloud services, backup systems and offline media.

As a cloud services provider, Forcepoint takes its responsibility as a processor very seriously; that’s why Forcepoint’s cloud infrastructure is certified to international standards that are recognised within the industry. For example, we hold ISO27001, ISO27018 and CSTAR level 2 certifications. In addition, Forcepoint actively participates in The Privacy Shield framework:

https://www.privacyshield.gov/participant?id=a2zt0000000TNRtAAO
3 Data loss prevention as a technical measure to inventory personal data

Data Loss Prevention (DLP) is a common technical measure to help organizations inventory personal data. The term 'Data Loss Prevention' is a little misleading, as prevention of data loss is not the only use case for organizations using this technology. DLP is in fact a mature technology that helps organizations to understand their data and digital footprint, providing visibility into how their data is processed (at rest, in motion and in use).

Many analysts support this view: in a recent study published by Osterman Research, ‘GDPR Compliance and Its Impact on Security and Data Protection Programs’ and a recent paper from Gartner, ‘Focus on Five High-Priority Changes to Tackle the EU GDPR’, DLP is identified as a top technical control for GDPR.

DLP technology must be able to inventory data wherever it resides in a modern organization, whether it's located on the local area network or, as is increasingly the case, off-network. Local file stores might include Mac or Windows workstations, email inboxes, databases or file shares or network attached storage. Remote locations could include laptops owned by an increasingly mobile workforce, third party file sync and share or storage cloud service providers, or cloud email and collaboration systems like Microsoft Office 365, for example.

A mature DLP solution must not only be able to scan structured or unstructured data for key words or alphanumeric patterns like credit cards or national tax IDs, but it must be able to use more complex methods of data scanning, including fingerprinting and optical character recognition (OCR). It leverages the broadest set of analysis tools to discover and monitor more complex and diverse sets of sensitive data. This becomes important as organizations mature their data protection programs from simply compliance-driven to being embedded as part of their governance risk and compliance program protecting the broader set of critical data, including intellectual property.

4 Forcepoint’s DLP solution is fit for purpose

Forcepoint has been a leader in the DLP market for many years, both in terms of market share and feature set, as validated by key analysts globally. In fact, Radacati rated Forcepoint as a Top Player in their DLP Market Quadrant report published October 2017.

Forcepoint’s DLP solution has a broad set of features that have been developed over many years to solve some of the real problems and challenges that organizations large and small face around protecting personal data and intellectual property.

1 Radacati Market Quadrant, Gartner Magic Quadrant, Forrester Wave, Gartner’s Critical Capabilities for Enterprise Data Loss Prevention report.
MANAGEMENT, MONITORING, REPORTING AND INCIDENT RESPONSE CAPABILITIES

For a more detail around these capabilities, please refer to the third paper in this series entitled, "The Need for Preparation to Report Personal Data Breaches in a Timely Manner". In this paper we provide an in-depth analysis on how Forcepoint’s DLP and insider threat technologies can streamline the response and remediation efforts during a data incident.

> Forcepoint DLP provides organizations with a comprehensive set of tools to be able to visualise, manage and respond to data protection incidents.

- Hierarchical management and access to management information & reporting:
  - In the process of monitoring users as they process personal data, organizations will generate and collect personal data on the processor (or employee). The privacy laws that are designed to protect the citizen’s personal data are also applicable to the user, too.
  - Forcepoint DLP has support for tiered access to the management console, including reporting and incident work flow.
  - This means that sensitive data can be masked or anonymized so that system administrators and incident responders are not able to see the sensitive data that is the subject of the violation referenced within the report, or identify the users or processors involved in the policy violation.
  - Organizations can then put in place comprehensive policies and processes around who can access the non-anonymized data. So, for example, only with the authorisation of HR, legal or the Workers Councils can the responder ‘unlock’ the identity of the user behind the breaches or view the PII data that was the subject of the incident.

Forcepoint DLP has support for tiered access to the management console, including reporting and incident work flow.

- Critical, PreciseID is not limited to exact matches, but is also able to match against partial derivative content (like copy/paste) that has been taken from previously fingerprinted data.
- Machine Learning technology searches for data that ‘looks like or is related to’ the fingerprinted sensitive data. This technology is very effective at protecting newly processed sensitive data within the organization and its various departments that resembles the already trained data set.

**FORCEPOINT DLP CAN SCAN MANY DIFFERENT LOCATIONS TO FIND SENSITIVE DATA**

- Mac and Windows endpoint devices. When combined with the Forcepoint DLP agent, organizations can inventory personal data on local and remote devices. This is particularly important as workers become more and more mobile. In addition, many users consciously or unconsciously ‘hoard’ data onto their devices, putting the organization at increased risk.
- When the inevitable happens and a device gets lost or stolen, it is imperative to know exactly what data was stored on that device in order to understand regulatory obligations and impact.
- Data hoarding can also be an early sign that an individual may have a more sinister motivation, such as the intent to steal data as they leave employment.

- Databases.
- Local file shares.
- Microsoft Exchange (& user mail stores) and SharePoint servers.
- Cloud applications (like Salesforce, Box or Office 365 OneDrive).

Figure 3: Shows how Forcepoint’s hierarchical management feature can be used to ensure employee privacy during data incident investigation.
More detail and guidance around Forcepoint’s DLP solution

In this section we will demonstrate specific features and configurations of Forcepoint’s DLP solution that support the claims made within this document on the inventory of personal data.

CONFIGURING FORCEPOINT DLP FOR GDPR POLICIES

Prior to running the first discovery scan, GDPR policies must be configured so Forcepoint DLP can find the relevant and regulated data.

An organization must identify which countries it operates within in order to select the relevant pre-defined compliance and data protection policies.

Forcepoint provides a large library of predefined policies which have been developed by an experienced in-house policy research team.

Policies are provided to identify and classify personal information and address data protection regulations and legislations across 88 countries and territories globally.

Each of these policies uses a regulation-appropriate combination of content and context, and lexical analysis to identify personal data.

The accuracy and maturity provided by our PII policies is one of the leading reasons that Forcepoint is selected by our customers.

Below you can see a breakdown of personal data classifiers that are relevant to the GDPR:

- **Financial Classifiers:**
  - Credit cards (with an ability to select a classifier for Credit Cards prevalent in the EU).
  - Financial data (generic globally-relevant classifiers, and additionally, specific country set of classifiers –includes all 28 EU countries and 61 total countries across EMEA).
  - Financial regulations (including specific EU Finance classifiers).
  - Payment Card Industry (PCI) (generally-relevant).

- **Privacy Classifiers:**
  - All 28 EU country-specific set of classifiers.
  - Further 12 country-specific set of classifiers for countries in EMEA (outside of the EU).

Refer to this link to see more detail on all of the classifiers available in the Forcepoint DLP solution by default.
CONFIGURING FORCEPOINT DLP TO FINGERPRINT PII CONTAINED IN STRUCTURED DATA

Most organizations will not want to rely on dictionary and regular expression-based policies alone. Many of Forcepoint’s customers also choose to fingerprint PII data contained in structured data formats (for example, databases, or CRM cloud service providers). This greatly increases the accuracy of detection of PII during personal data inventories and cuts down on false positives.

Figure 4 shows many of the pre-defined policies available to an organization.

Figure 5a shows how an administrator can configure Forcepoint DLP to fingerprint personal data contained within Salesforce.com.

Figure 5b shows the results of a fingerprint scan.
CONFIGURING FORCEPOINT DLP TO INVENTORY PERSONAL DATA

Forcepoint DLP can be configured to scan for personal data in a variety of locations across an organization’s infrastructure including:

- Endpoint devices
- Shared storage
- Databases
- Cloud Services

REVIEWING THE RESULTS OF YOUR PERSONAL DATA INVENTORY

The Forcepoint Security Manager displays the results of the inventory, highlighting where personal data is found. In this example, you can see results of scanning for personal data across many different location and storage types.

An incident responder or stakeholder in the workflow process is able to look into each record to see more detail including:

- Where the file or record is located.
- Who has access to the file containing the record.
- Detailed file properties including owner, and when the file was created and last accessed.

![Image of Forcepoint Security Manager](image)

Figure 6: Shows the results of a DLP Discover scan.

Forcepoint’s DLP solution is able to detect a partial match from previously fingerprinted data. This could be where a user has copied and pasted an extract from a sensitive document; for example, even when copied to a different file format. When the DLP solution finds a partial match, it will provide a confidence score to minimize false positives.

Another key capability Forcepoint DLP provides for our customers is to be able to anonymize personal data and user data, so that only those authorized to see this data have access to it.
Figure 7: Shows an incident where text within an image is detected as personal data.

Figure 8 shows how personal data can be masked or anonymized so that it is not possible for the responder to see the personal data that is the subject of the incident or the user behind the data incident, unless he or she has the authorization to do so. Forcepoint DLP customers are able to use our built-in hierarchical management capabilities to put in place well-defined policies and processes around this so that there are multiple business functions involved in the approval process.

Figure 8 shows how personal data can be masked or anonymized.
Where personal data is found to be located in high-risk areas (like public file sync and share, or remote Apple macOS laptop device), or with inappropriate access rights, Forcepoint DLP provides a responder with the ability to initiate a new workflow to start the remediation process. Remediation scripts and actions could include:

- Escalate (to manager or another person).
- Move.
- Delete.
- Encrypt.
- Apply DRM.
- Apply masking.
- Apply Classification.
- Apply Pseudonymisation (for a test system for example).

**RESPONDING TO A DATA SUBJECT ACCESS REQUEST**

When a Subject Access Request (SAR) is received, the personal data inventory can be used to the advantage of the data controller. By searching the incident data set (The results of the personal data inventory detailed above in figure 6), a controller can see quickly and easily where this data resides.

**5 Next steps**

For more information on the General Data Protection Regulation please visit our website: [http://www.forcepoint.com/gdpr](http://www.forcepoint.com/gdpr).

To learn why organizations must ensure they understand data flows and how DLP technology can assist them to manage and control personal data flows as part of meeting GDPR requirements, please read part 2 entitled, "Data Flow Mapping & Control".

To learn which technologies can assist organizations to respond to data breaches in a timely manner (within 72 hours of the controller becoming aware of the data breach), please read part 3 entitled, "Detect & Respond To A Data Incident".