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Overview

Proficiency and precision are necessary to effectively implement quality security solutions. To help you get the most out of your TRITON® APX DATA solution, FORCEPOINT provides implementation packages to:

- Deploy your solution efficiently and effectively
- Optimize your security policies
- Maximize your satisfaction with the implementation experience

Deliverables and Responsibilities

**DELIVERY PERSONNEL WILL WORK CLOSELY WITH CLIENT STAFF TO PERFORM THE FOLLOWING ACTIVITIES:**

- Performance Tuning – DLP
  - Data Security Extensive Tuning: Creates customized DLP policies/rules utilizing custom classifiers to better address unique, unstructured data loss incidents. Includes multiple interactions with delivery resources to interpret results and tune policies/rules.

- Knowledge Transfer
  - Related to tuning activities performed

**CLIENT REQUIREMENTS, RESPONSIBILITIES AND RESOURCE AVAILABILITY**

The client must be able to provide the following components:

- Performance Tuning – DLP
  - Client will work with implementation engineer to identify 5 policies/rules that are relevant for the organization
  - The client will communicate with internal departments to determine which business partners/entities are deemed as acceptable risks and thereby allowed

- Completed pre-tuning items identified via online project management tool

Client will be contacted within 48 hours of their order being processed to schedule the project kick-off call. Actual engagement dates will be determined during the kick-off call, typically about two weeks from that call. Earlier implementation dates may be accommodated depending on availability of delivery team.
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Package Limitations

- This implementation will not replace a Data Security Assessment in which data is scanned and classified
- This package will not address Low severity Policies/Rules
- The services within this offering are provided for the Data Tuning Add-on Module only
- This implementation does not include customization of Architecture/Design documents, Project Plans and “As Built” records and documentation
- Customer should not expect “on-demand” live support, outside planned implementation dates.
- The services within this offering are provided as-is with no changes

Terms & Conditions

- The implementation package is provided pursuant to the Subscription Agreement
- Implementation work must begin within 90 days of the Order or Subscriber forfeits the implementation package
- Implementation work must be completed within 6 months from project start or the Order Subscriber forfeits the implementation package
- Subscriber’s assent to the Subscription Agreement constitutes acceptance of the above terms and conditions
- Deliverables within this package are non-negotiable

Applicable add-on Options

- Data Security Extensive Tuning: Creates customized DLP policies/rules utilizing custom classifiers to better address unique unstructured data loss incidents. Includes multiple interactions with delivery resources to interpret results and tune policies/rules.
- Additional implementation options are available at www.forcepoint.com/QUICKSTART
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